
 

 

 

NOTICE OF PRIVACY PRACTICES 
 

THIS NOTICE DESCRIBES HOW MEDICAL INFORMATION ABOUT YOU MAY BE USED AND DISCLOSED AND HOW YOU CAN GET ACCESS TO THIS INFORMATION.  

PLEASE REVIEW IT CAREFULLY. 
 

Summary 
Confluent Health is required by law to maintain the privacy of individually identifiable health information about you, to provide this Notice of our legal duties and privacy practices, notify affected individuals following a 

breach of unsecured protected health information and to abide by the terms of this Notice.    

We may use or disclose health information about you for the purpose of your treatment, and also to the extent necessary to obtain payment for treatment and for certain administrative purposes, including evaluation of the 

quality of care that you receive.  We may also use or disclose identifiable health information about you without your authorization in certain other circumstances, for example, subject to certain requirements, for public health 

purposes, for auditing purposes, for research studies, and for emergencies.  We also provide your health information when required by law.   

Uses or disclosures other than those described in this Notice will be made only with your written authorization. If you do authorize a use or disclosure, you have the right to take back or “revoke” your authorization at any time 
by submitting a revocation in writing. We are unable to take back any use or disclosure that we have taken an action in reliance on the authorization for use or disclosure as previously indicated. 

For additional information, or to make a complaint with respect to your privacy rights, you may contact our Compliance Officer or the Department of Health and Human Services Office for Civil Rights, contact information is 

listed at the end of this Notice. 

Protected Health Information  

Protected health information (PHI) is your information created or received by a healthcare provider that relates to your past, present or future physical or mental health or condition, to the provision of health care to you, or to 

payment for your health care.   

How We May Use and Disclose Protected Health Information About You 

We may use or disclose your protected health information without your consent or authorization for purposes of your treatment, for payment purposes, and for certain administrative and other health care operations.   

Treatment: 

We will use and disclose your health information to provide, coordinate or manage health care provided by us and by other health care providers.  For example, information obtained by a Therapist or any other healthcare 

professional will be used to determine and document the course of treatment that works best for you. We will also provide your physician or subsequent healthcare provider with copies of various reports that should assist them 

in treating you and to continue care.   

Payment: 

We may use or disclose your health information as needed to obtain payment for health care services we provide.  For example, a bill may be sent to you or a claim for payment may be sent to a third-party payer such as an 

insurance company.  The information on or accompanying the bill or claim may include information such as your name, date of birth, social security number and address, as well as your diagnosis and procedures and supplies.   

Health Care Operations: 

We may use or disclose your health information to run our practice, improve your care and contact you when necessary.  These activities include, but are not limited to, quality assessment audits and improvement activities, 

communication about products or services, conducting training programs, mergers, and development as part of due diligence, business management and general administrative activities. 

Business Associates.  There are some services provided in our organization through business contracts.  When these services are contracted, we may disclose your protected health information to our business associate, so that 

they can perform the job we have asked them to do. To protect your health information, however, we require the business associate to appropriately safeguard your protected health information.   

I acknowledge and understand that this office may contact and survey me via e-mail regarding my satisfaction and outcomes. I understand that an independent vendor(s) may assist with this data collection. I 

understand that in addition to the aforementioned confidential survey, this office or their designated vendor may also send an automated email to allow me to voluntarily and publicly rate and review my provider 

online through sites like; Google, Yelp, Keet, etc. I acknowledge that my responses, like other online responses, may be published on the respective review site(s) and will be publicly disclosed and accessible to 

anyone who accesses that site. I understand that reviews are optional, and I will not include any sensitive, personal, identifying or medial information that I do not wish to be publicly disclosed in an online review i.e. 

name, contact information, social security number, health history, diagnosis, medications, etc. When submitting a survey or review, I agree to fully release, waive, and indemnify this office and/or the associated 

vendor(s) from any and all claims arising from my voluntary disclosure of protected health information to the sites. 

 

Other Uses and Disclosures That Do Not Require Your Authorization 

o Required by law.  We may use or disclose your protected health information if it is required by state or federal law, including the Department of Health and Human Services if it wants to see that we are complying with 

federal privacy law. 

o Public health and safety issues.  Generally, these activities include the following: 

• To notify people of recalls of products they may be using. 

• To notify a person who may have been exposed to a disease or may be at risk for contracting or spreading a disease or condition. 

• To report suspected abuse, neglect, or domestic violence. 

• To prevent or reduce a serious threat to anyone’s health or safety. 

o Respond to lawsuits and legal actions. We may disclose protected health information in response to a court order or administrative order, or in response to a subpoena. 

o Law enforcement purposes. We may disclose protected health information to law enforcement officials for law enforcement purposes.   

o Research. We may disclose your protected health information for health research. 

o Special government functions.  We may disclose our protected health information for special government functions such as military, national security and presidential protective services. 

o Workers compensation. We may disclose your protected health information as permitted or required to comply with worker’s compensation laws and other similar legally established programs. 

o Medical examiner or funeral director. We may disclose protected health information with a coroner, medical examiner, or funeral director when an individual dies. 

 

Uses and Disclosures to Which You Have an Opportunity to Object 

o Individuals involved in your care or payment for care. If you consent, do not object, or we reasonably infer that there is no objection, we may disclose health information about you to a family member, personal 

representative or other person identified by you who is involved in your health care or payment for your health care. If you are incapacitated or it is an emergency, we will use our professional judgment to determine 

whether disclosing health information is in your best interest under the circumstances. This includes in the event of your death unless you have specifically instructed us otherwise. You also have the right to request a 

restriction on our disclosure of your health information to someone who is involved in your care.   

o Disaster relief.  We may disclose your health information to disaster relief organizations that seek your health information to coordinate your care or notify family and friends of your location or condition in a disaster. 

We will provide you with an opportunity to agree or object to such a disclosure whenever we practically can do so.    

  

Uses and Disclosures of Protected Health Information Requiring Your Authorization 

o Marketing. Your authorization is required for any use or disclosure of health information for marketing except in situations in which the communication is in the form of a face-to face communication or a promotional 

gift. 

o Sale. Your authorization is required for any disclosure of health information which is a sale, as defined under applicable law. 

 

Your Rights Regarding Your Protected Health Information 

You have the following rights relating to your protected health information.  You will need to give written request in order to exercise these rights.  Forms for these purposes are available in our office(s), or you may call the 

office(s) to request the forms be sent to you.   

To request restrictions:  You have the right to request that we restrict the uses or disclosures of your information for treatment, payment, or healthcare operations. We are not required to agree to your request, and we 

may say “no” if it would affect your care.  
• You have the right to request the non-disclosure of health information if you pay for a service or health care item out-of-pocket in full, you can ask us not to share that information for the purpose of payment or 

our operations with your health insurer.   

To choose how we contact you:  You have the right to ask that we send your information at an alternative address or contact you by an alternative means. For example, you can ask that we only contact you by your cell 

phone. Request must be made in writing; you do not need to give us a reason for your request. We must agree to your request as long as it is reasonably easy for us to do so. 

To inspect and obtain a copy your protected health information:  With a few exceptions (such as records compiled in anticipation of litigation), you have a right to inspect or receive copies of your health information.  

We will provide a copy or summary of your health information, usually within 30 days of your request, we may charge a reasonable cost-based fee. 

To request amendment of your protected health information:  If you believe that your information is incorrect or incomplete, you have the right to request an amendment as long as the information is maintained by us.  

We may say “no” to your request, but we will tell you why in writing within 60 days.   

To find out what disclosures have been made:  You can ask for a list of disclosures of the times we’ve shared your health information for six years prior to the date you ask, who we shared it with and why.  

Certain types of disclosures are not included such as disclosures about treatment, payment, and healthcare operations, and certain other disclosures, such as any you asked us to make. We will provide one accounting a 

year for free but will charge a reasonable, cost-based fee if you ask for another one within 12 months.  

To receive this notice:  You can ask for a paper copy of this notice at any time. We reserve the right to change our Notice of Privacy Practices and to make the new provisions effective for all protected health information 

we maintain, including protected health information received in the past as well as received after the effective date of the new Notice. A current copy of our Notice will be posted in our office(s) and will also be available 

on our web site.   You may also obtain a copy by writing or calling the office and asking that one be mailed to you or by asking for one the next time you are in our office. 

To be notified following a breach. In the unlikely event that your unsecured protected health information has been compromised, Confluent Health will notify you of such an incident. 

For questions or complaints, please contact: Compliance Officer Toll free: 888-937-4479 

For More Information or to Make a Complaint  

If you believe your privacy rights have been violated, you can file a complaint with our Compliance Officer toll free at 888-937-4479 or file an electronic complaint with the Department of Health and Human Services Office 

for Civil Rights at https://www.hhs.gov/hipaa/filing-a-complaint or call the U.S. Department of Health and Human Services, Office for Civil Rights toll-free at: 1-800-368-1019, TDD: 1-800-537-7697.   

There will be no retaliation for filing a complaint.             Effective Date:  8/2020 

https://www.hhs.gov/hipaa/filing-a-complaint

